





TAHRA 2T2H

Wed, 10 May, 2017

AR I THTRHE - F 4 e |
ST & S AR STeieT WRaR B RErR Tl IR 2018 TP &< SIG

Ramesh.Tiwari@timesgroup.com 1986 H AT T St fo Aarsll & q{@ﬂﬂﬁﬂﬁﬁﬁﬁ
i@l 30 =i & SN 99 BT <l ST T o | 39 Al H SR
B TEfwt: apifermaEd e § 79 awadaes 5 MR e o o 3T foke T 7|

e ¥ HeeTR J9AT & < TR TN S R S 9 e
SRS GHaR & FerR 8 W = A #1356 2018 F SE
7 ¢ 5 A0 F U 39 W 9% 5 @ Uhdl 8, Hilh 39% 9l
ik =R Sier & 99 ¢, S 2018 @ HIEREINE el @ | S o feld
ferR 21 S| 29 9% & U SR'E
AT 1 2021 F B @ el A
& f6 99 ¥ 9 39 @ F H09 100
EHEEA

Wear 1 4eg i Fiae 3R
FIFAET 4 & 3l AR STelsil =l
U GAE | foci & 61 % dileEd
e o 9H o e o9 Hl Sl :

L ._"-
%

P
¥

TR TS

Wed, 10 May, 2017

o iRard B & e e
SRR Bl e & &1 21 il AR 3 9 8l 9H 3 9HIG
A PRI P FE Y ORU A I B B I8 8150 R P &6 12
TP TRl SRy P fol # ClcToll G HISRIR STerell & &
T3 RN o] PR W AAshgE sl N PF Yo B, Tlied
I & o SR 8 Tl Tl 3 el £ fop SoRr I el 20214 8
&1 Bl el $ o s g R A B I B T
SR U VP D Ueel ) ¥ R s
TR o RSk ATS S
WY DIRA P AT e = 21t & el 20
PHANR S IR~ puedazaaas

TaE Economic TiMES

Wed, 10 May, 2017

India keen to source defence technologies from Japan:

Arun Jaitley

Tokyo: India is looking to strengthen its military cooperation with Japan and is interested in sourcing defence
technologies for domestic manufacture of arms and equipment, Defence Minister Arun Jaitley said.
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Jaitley, who yesterday met his Japanese counterpart Tomomi Inada, said India and Japan "a very strong
relationship between (their) defence forces™ and the two nations will pursue strategic partnership for regional
peace and stability.

"There have been training and naval exercises. There is a lot of cooperation that takes place (between the two
nations)," he told PTI in an interview here.

He said India is looking at Japanese technology for local manufacturing of defence equipment.

"Japan has a lot of defence technologies and India of course, has a great use of these technologies because we
are attempting to have local manufacturing in India," he said.

India and Japan, he said, are looking at business-to- business cooperation.

This cooperation would be "both for the purposes of India buying (from Japan) and any possibility of India
domestically manufacturing with their technologies."

Jaitley, who is also the Finance Minister, yesterday wrapped up a three-day visit to Japan where he attended an
annual meeting of the Asian Development Bank and investor meets.

According to an AP report on his meeting with Japanese defence minister, he welcomed a planned trilateral
naval exercise among the US, India and Japan in July as a way of strengthening cooperation in the Asia-
Pacific. "This is all reflective of the level of cooperation our armed forces have with each other," he said.

His visit to Japan, a staunch US ally, comes amid rising tension in the region.

Prime Minister Shinzo Abe has sought to expand Japan's defence role and capability amid security concerns
over China and North Korea, according to AP.
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Indian, Indonesian Navies” 17-day joint patrol for securing Indian Ocean region

Wilh the objective of
securing crucial sea
lanes in the Indian Ocean
region, Indian and Indonesian
Navies on Tuesday began the
17-day-long Co-ordinated
PaLru][CCﬁRPATu:xurci:n:
from Port Blair in Andaman
and Nicobar Islands.

This is the 29th series of
joint patrol with Indonesian

Navy ship KRI Sutedi
Senoputra arriving in Port
Blair along with an

Indonesian maritime patrol
aircraft. The co-ordinated
patrol started in 2002 and is
held twice a year.

Apart trom securing the
trade sea route, the CORPAT
also serves to enhance mutu-
al understanding and inter-
operability between the two
navies.
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Joint operations vs integrated command: Understanding

a new way to fight wars

A committee appointed by the Defence Ministry has recommended creating 3 integrated theatre commands of
the Indian armed forces — northern, western and southern — instead of the 17 in place currently. The Indian
Express explains how this may work.

A committee appointed by the Defence Ministry has recommended creating 3 integrated theatre commands of
the Indian armed forces — northern, western and southern — instead of the 17 in place currently. SUSHANT
SINGH explains how this may work.
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(From left) General Bipin Rawat, Air Chief Marshal Birender Singh Dhanoa, and Admiral Sunil Lanba.
(Express Archive)

What is an integrated theatre command?

An integrated theatre command envisages a unified command of the three Services, under a single
commander, for geographical theatres that are of security concern. The commander of such a force will be able
to bring to bear all resources at his disposal — from the IAF, the Army and the Navy — with seamless
efficacy. The integrated theatre commander will not be answerable to individual Services, and will be free to
train, equip and exercise his command to make it a cohesive fighting force capable of achieving designated
goals. The logistic resources required to support his operations will also be placed at the disposal of the theatre
commander so that he does not have to look for anything when operations are ongoing.

This is in contrast to the model of service-specific commands which India currently has, wherein the Army,
Air Force and Navy all have their own commands all over the country. In case of war, each Service Chief is
expected to control the operations of his Service through individual commands, while they operate jointly.

But how is “jointness” among services different from integrated commands?

Jointness means that while the 3 Services progress and develop in their respective spheres, maintaining their
independent identity, they function together — and so coordinate their operations in war as to achieve the best
results. Integrated commands, on the other hand, seek to merge individual Service identities to achieve a
composite and cohesive whole. It implies enmeshing the three Services together at different levels and placing
them under one commander for execution of operational plans.

Okay, but why are we talking about integrated theatre commands now?

An expert committee appointed by the Defence Ministry to recommend steps to enhance the combat potential
of the armed forces and to re-balance defence expenditure, submitted its report in January. The committee,
which was headed by Lt General DB Shekatkar (retd) has recommended the creation of 3 integrated theatre
commands — northern for the China border, western for the Pakistan border and southern for the maritime
role. The Ministry has sent this proposal to the HQ, Integrated Defence Staff for the views of the 3 Services, to
be given by the end of this month.



How many commands does India have currently?

The Indian armed forces currently have 17 commands. There are 7 commands each of the Army [Northern,
Eastern, Southern, Western, Central, Southwestern and Army Training Command (ARTRAC)] and the Air
Force [Western, Eastern, Southern, Southwestern, Central, Training and Maintenance]; the Navy has 3
commands [Western, Eastern and Southern]. Each command is headed by a 4-star rank military officer.
Interestingly, none of these 17 commands is co-located at the same station, nor are their areas of operational
responsibility contiguous. In addition, there are 2 tri-service commands [Strategic Forces Command (SFC)]
and Andaman and Nicobar Command (ANC)], which is headed by rotation by officers from the 3 Services.

How are these 17 commands supposed to coordinate their actions in time of war?

Coordination of operations is expected to be carried out at the level of Service Headquarters through the
Chiefs of Staff Committee (COSC), which is headed by the seniormost Service Chief who is designated as
Chairman, COSC. He is expected to simultaneously perform both the roles of Chief of his Service as well as
the Chairman, COSC. The COSC generally functions on the principle of consensus, and this makes
decisionmaking on jointness very difficult.

Does India have an integrated theatre command anywhere in its area?

Only one, which is the ANC. It was formed in 2001, following the Group of Ministers’ report on national
security, after the Kargil War. It is a very small command, with limited resources, and there has been a
demand to revert the control of command permanently to the Navy.

The other tri-service command, the SFC, looks after the delivery and operational control of the country’s
nuclear assets. It was created in 2003, but because it has no specific geographic responsibility and a designated
role, it is not an integrated theatre command but an integrated functional command. There has been a demand
for other integrated functional commands, such as the cyber, aerospace and Special Operations commands, but
the government is yet to approve any.

Why is there a difference of opinion among the 3 wings of the Armed Forces on having integrated
commands?

The Army believes, in the words of the former Army Chief General Deepak Kapoor (retd), that the armed
forces need to move away from a “service specific approach to operations towards a system which avoids
duplication, ensures optimum utilisation of available resources, brings in greater jointness, leads to timely and
mature decisions to developing situations and ensures flawless execution of orders to achieve success in
battle”. The IAF feels that it doesn’t have enough resources — fighter squadrons, mid-air refuellers and
AWACS — to allocate them dedicatedly to different theatre commanders. It believes that India is not
geographically large enough to be divided into different theatres, as resources from one theatre can easily be
moved to another theatre.

The Navy considers the current model of control by the Navy Headquarters ideally suited for its strategic role.
There are also underlying fears about the smaller Services losing their autonomy and importance. The Services
are aware that 4-star ranks will be reduced if the current system is to be replaced by 3 commands.

So, what is the way forward?

The Defence Ministry is yet to form a view on the subject. But experience from the US, Russia and China
shows that the decision to create integrated theatre commands will have to be a political one, which will then
be executed by the defence services. With the defence secretary set to retire this month and no full-time
minister in charge, such a push looks unlikely in the immediate future.

A precursor to the creation of integrated theatre commands has to be the appointment of a Chief of Defence
Staff or Permanent Chairman, COSC. This was first proposed by the GoM in 2001, but hasn’t been
implemented so far.

Even the last Combined Commanders Conference at Dehradun in February, chaired by the Prime Minister,
was inconclusive on the subject, with a consensus on taking the proposal forward.
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Revised pay: Service HQs stem rumours

Viay MoHAN

TRIBUNE NEWS SERVICE

CHANDIGARH, MAY §
While armed forces personnel
can look forward to getting
salary arrears this month after
the implementation of the Sev-
enth Pay Commission recony
mendations, a bevy of mes
sages doing the rounds on the
social media giving diverse
interpretationsand speculating
on the financial implications of
the pay arders have prompted
the serviceheadguartersto step
in and mollify troops.

“Pay comparisons between
defence services, All India
Services and group-A servic-
es must be understood in
totality and explained to the
rank and file to dispel appre-
hensions about pay discrep-
ancies,” states a signal float-
ed by the Seventh Army Pay
Commission Cell to all Amy
and tri-service commands.

THE TIM

#8Pay comparisons between defence services, All India
Senvices and group-A senices must be understood in totality
and explained to the rank and file to dispdl apprehensions
about pay discrepancies.®® Army Pay Commission Cell

Signals issued by air head-
guarters and naval headquar-
ters to their respective estab-
lishment state that arrears
arising out of the pay scales,
applicable with effect from
January 1, 2016, would be cred-
ited in May. The implementa-
tion of the pay commission
report tor the armed forces had
been held up as the services
had sought removal of several
anomalies n the recommen-
dations thatthey had projected
before the government.

The orders toimplementthe
pay panel report were issued
by the Ministry of Defence on
May 3, eight months after
similar orders were issued
for the civilian employees.
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While a few anomalies have
been addressed, several oth-
€rs remain.

Among the few positive
changes that have been
made, the biggest take away
so far is the change in pen-
sion rules, including the dis-
ability element. The pay
panel had recommended a
flat “slab system” for the
armed forces, which has
now been done away and
the previous “percentage
system” has been retained.
For example, a lieutenant
general and the head of a
paramilitary organisation, if
100 per cent disabled, were
entitled to Rs 52,560 per
month under the Sixth Pay

Commission. Going by the
Seventh Pay Commission
disparity, the Lieutenant
General would have got Rs
27 000 compared to his civil-
ian counterpart getting Rs
67,000. An improvement 1n
the calculation of pension
for pre-2016 retirees has also
been accepted.

While the contentiousissue
of monfunctional upgrade
(NFU) is pending before the
Supreme Court for adjudica-
tion, key issues that remain
to be resolved include dispar-
ity in status vis-a-viscivilians
and lowering of salary of
Group-X personnel.

Redressal of several other
issues raised by the services
remain as reports of two pan-
els, the anomalies committee
and the allowances committee,
setup forcivilian as well as mil-
itary employees are yet to be
takenup by the government.
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Aadhaar and Data Security

Irrespective of what one feels about Aadhaar, a comprehensive new privacy law is needed

Once again Aadhaar, India's biometric identification system that is the largest such project in the world, is in
the eye of a storm after being made mandatory for tax returns. The Supreme Court has started hearing a public
interest litigation (PIL) challenging that, and both social and traditional media are abuzz with strong views on
the topic.

| filed in Parliament, some weeks ago, a Private Members Bill on Data Privacy and Protection, and for much
longer have been advocating the overhaul of our woefully obsolete and fragmented laws with a comprehensive
new Act. But this is far from being a black and white issue, and there are many nuances that deserve more
deliberation.

Though Aadhaar has become the focal point of this debate, threats to data security and citizens' rights to
privacy go far beyond it. In fact, as its creator and IT industry wunderkind Nandan Nilekani puts it, if a
malicious hacker or secretive agency were to try hacking your privacy , cracking Aadhaar would figure low on
their list of ways to go about it.

There is vast information about us already out there in the cloud, including biometrics, with more collected
every day . This happens through malware, covert eavesdropping, and the mindless permissions we voluntarily



grant social media sites and apps. There is now a growing global movement to treat data as one of the world's
most valuable resources and, just like oil was a century ago, tightly regulate it in the public interest.

And just as antitrust laws were passed in the US more than a century ago to break up the dominant Standard
Oil Company , now even that flag bearer of free markets, the Economist, has endorsed a call to break open the
data dominance of internet giants like Google, Amazon, Apple, Facebook and Microsoft. But even ardent
trustbusters recognise the immense benefits such companies have developed for humankind and expressly seek
to preserve those, aiming only to prevent the abuse of dominant power. By contrast, many pro-privacy and
data protection activists in India are largely in denial about the benefits of Aadhaar, while correctly seeking to
plug the threats related to it. Ironically, when it comes to other risky aspects of our growing connectedness,
such as online financial transactions, even the most passionate activists seek reasonable security measures, not
outright bans or curtailment.

Our approach to Aadhaar must be the same, taking advantage of its immense potential for good while putting
in place a modern legal framework to prevent abuse. Aadhaar has already led to the plugging of significant
“leakages', a polite term for massive corruption, but the potential is far, far more.

Many people remember late PM Rajiv Gandhi's 1980s comment that only 15 paise of every rupee spent by
government ever reached beneficiaries. Newer data from the erstwhile Planning Commission between 2005
and 2014 revealed that 40-73% of the money spent on the public distribution system (PDS) never reached
beneficiaries.

Similarly, mind-boggling amounts of taxes are evaded in India by the simple tactic of maintaining multiple
permanent account number (PAN) cards, which are required for bank accounts and big transactions. India has
approximately 19 million income taxpayers versus 250 million PAN cards, and there is no way to de-duplicate
the latter without Aadhaar.There are several such examples of large-scale fraud or inefficiencies that could
also be cleaned up.

The conflation of alleged leakage of Aadhaar numbers as leakage of the underlying biometrics may be
confusing to some. Nevertheless, whether cavalier or criminal, such misuse of private data is unconscionable
and should attract punishment. In any event, irrespective of what one feels about Aadhaar, a comprehensive
new data protection and privacy law is needed to supersede the inadequate and overlapping Indian Telegraph
Act (1885), as well as the Information Technology Act (2000) and its Rules (2011).

The data protection aspect of such a law must emphasise a person's rights to her personal data; require her
informed consent to collect, process, remove or alter such data; oblige those who deal with data to keep it
secure; and have a grievance mechanism to punish violations with hefty fines and imprisonment.

However, the privacy aspect of any new law is bound to be complex and will undoubtedly stir even more
controversy.Indian laws don't provide for a specific right to privacy , though court judgments have defined
certain limited rights, and the SC has admitted yet another PIL on the topic.

Meanwhile, some activists' insistence on citizens' absolute right to privacy will inevitably run afoul of security
considerations, including in some cases national security . In this age of terrorism, the issue of surveillance
will be a major point of debate. Standards will be needed which permit the anonymous surveillance of
metadata, such as algorithms that flag frequent references to, say “RDX* in emails, with prima facie evidence
and warrants being required for further snooping.

Like it or not, we have already ceded rights to absolute privacy , such as with body scanners at airport security
, not to mention widespread adoption of CCTV cameras. New technologies enable these to have biometric
capabilities too, allowing individual identification similar to Aadhaar.

That should not mean more concessions of privacy are to be wantonly permitted. But neither should it mean
the imposition of unreasonable, impractical rules that thwart 21st century life.

The writer is a BJD Lok Sabha MP
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Now, turn anything into a touch screen

Scientists have developed a technology, dubbed Electrick, that can turn any surface -including walls and
furniture -into a touchscreen through tools as simple as a can of spray paint. The trick is to apply electrically
conductive coatings or materials to objects or surfaces, or to craft objects using conductive materials,
researchers said. By attaching a series of electrodes to the conductive materials, researchers from Carnegie
Mellon University in the US showed they could use a well-known technique called electric field tomography
to sense the position of a finger touch.

“For the first time, we have been able to take a can of spray paint and put a touchscreen on almost anything,”
said Chris Harrison of Carnegie's Human-Computer Interaction Institute. Yang Zhang of HCI|I, said Electrick
could detect the location of a finger touch to an accuracy of 1cm, sufficient for using the surface as a button or
other control.





